INSTITUTIONAL Rules 

OF THE STATE COMMISSION ON INFORMATION SECURITY (SCIS) AND ITS ADMINISTRATION
Adopted by Government Decree #50/04.03.2003, promulgated State Gazette, issue 22/11.03.2003, amended and supplemented, SG - issue 69/06.08.2004, amended, SG -issue 23/18.03.2005, issue 83/18.10.2005, effective - 18.10.2005, amended and supplemented, SG -issue 48/13.06.2006, effective-01.05.2006, issue 56/11.07.2006
Chapter I

general

Art. 1. By this Rules is settled the activity of the State Commission on Information Security (SCIS) as well as the structure, organization of the work and the number of its administration.

Art. 2.
(1) The State Commission on Information Security is a governmental body, which implements the policy of the Republic of Bulgaria in the field of classified information protection.

(2) The State Commission on Information Security is a legal body on budgetary support with headquarters based in Sofia.

(3) The State Commission on Information Security is a first-tier obligor of budget funds.

Chapter II

composition, structure and organization of SCIS

Section 1

Composition and powers of SCIS

Art. 3.
(1) The State Commission on Information Security is a collegiate body, comprised of five persons, incl. Chairperson and Vice Chairperson.


(2) Members of SCIS should be only persons with university degree.

Art. 4.
(1) The composition of SCIS should be appointed by a Council of Ministers Decision under proposal of the Prime Minister.


(2) The Chairperson and SCIS members are appointed by the Prime Minister for 5-year mandate.

Art. 5. The State Commission on Information Security executes its activities, defined by the Classified Information Protection Act (CIPA), as follows:

1. Organizes, implements, coordinates and controls the activity on classified information protection;

2. Ensures equal protection of the classified information;

3. Implements its activity in close cooperation with the authorities of Ministry of Defense, Ministry of Interior, Ministry of Foreign Affairs and the security services and public order services.

Art. 6. In execution its activity SCIS:

1. Defines guidelines and approves action plans in occasions of threats of damaging state interests by unauthorized access to classified information;

2. Makes analysis and assesses the readiness on classified information protection and gives mandatory instructions in that field;

3. Develops and passes for adoption by the Council of Ministers regulation drafts in the field of classified information protection;

4. Executes general guidance of the activity in the field of background vetting for reliability of the persons who are to work with classified information, as well as for issuing security clearances for access to the relevant level of classified information;

5. Carries out background vetting in cooperation with the security services and under their suggestion issues personnel security clearances to the persons, proposed to be information security officers.

6. Keeps a registry of the materials and documents, containing classified information that is a state or official secret;

7. In case of unauthorized access to classified information at TOP SECRET level immediately informs the Prime Minister;

8. Organizes and coordinates the training on handling classified information;

9. Implements a methodical guidance of the information security officers;

10. Issues mandatory instructions to the obligated by CIPA subjects;

11. Has any other functions, delegated by legal act or by Council of Ministers’ Act.

Art. 7. (Am. – SG, issue 69/2004) The State Commission on Information Security prepares a periodical verification of documents and materials with classification level removed.

Art. 8.
 (1) The SCIS Chairperson:

1. Represents SCIS;

2. Calls and chairs the SCIS meetings;

3. Presents to the Council of Ministers an Annual Report for the overall activity in the field of classified information protection;

4. Provides equal by volume and content information for the SCIS activity to the Chair of the National Assembly, the President of the Republic Bulgaria and the Prime Minister;

5. Appoints and dismisses the state officials and signs and suspends the labour agreements of the employees in the SCIS administration;

6. (Am. – SG, issue 69/2004) Approves the functional schedule of the positions of the SCIS administration;

7. Represents SCIS before the other state bodies as well as before third parts and signs the contracts needed for its activity;

8. Sends on business trips and allows the leaves of the other SCIS members;

9. Sends on business trips, allows the leaves and awards the employees of the administration;

10. Issues orders and approves internal rules for organization of the SCIS work based on decisions taken;

11. Has any other functions, delegated by legal act or by Council of Ministers’ Act or by SCIS decision.

(2) For the execution of particular activities the Chairperson may authorize other SCIS members or employees.

(3) In case of absence of the Chairperson its functions under Paragraph 1 are implemented by the Vice Chairperson or by appointed by Chairperson’s order other SCIS member for each particular case.

(4) The rules for sending to business trips and reporting to the Chairperson are appointed by SCIS decisions.

Art. 9. The Chairperson and SCIS members use the leaves, provided in the labour legislation.

Art. 10. The Vice Chairperson assists the Chairperson in implementation of his/her activities.

Art. 11.
(1) The SCIS members are equal in rights and exercise functions of the Commission based upon decisions taken as well as tasks, delegated to them by the Chairperson.

(2) The SCIS members should keep the secret and fulfill their obligations conscientiously.

Section 2

SCIS work organization

Art. 12.
(1) The State Commission on Information Security is a permanent authority.

(2) The State Commission on Information Security considers and resolves at its meetings issues of its competence.


(3) The meetings of the Commission are closed.

(4) The meetings of the Commission are to be held with at least 3 members attending.


(5) The Secretary General attends the SCIS meetings on Chairperson’s invitation non-voting.

(6) On SCIS decision at particular meetings could be invited external experts or administrative employees non-voting the decisions.

Art. 13. In SCIS Chairperson’s absence the meetings are led by the Vice Chairperson or by another authorized by the Chairperson SCIS member.

Art. 14.
(1) The SCIS meetings are regular and extraordinary.

(2) The State Commission on Information Security meets regularly at least once a week in the presence of a draft agenda. The draft agenda and its materials should be provided to the SCIS members 3 days before the meeting at the latest.

(3) Additional items could be included in the agenda on each SCIS member’s proposal before or at the meeting, as the proposal has to be voted.

(4) The State Commission on Information Security shall be called at an extraordinary meeting by the Chairperson’s initiative or upon decision of at least 2 of its members.

Art. 15.
(1) Member’s absence from SCIS meeting, called in order appointed by Art. 14 is allowed only in case that he/she:

1. Has been sent on a business trip;

2. Is in legal based vacation;

3. Proceeds other urgent official issue, for which the Chairperson has been informed.

(2) The documents verifying the absence on Paragraph 1, p. 1 and 2 should be added to the minutes of the relevant meeting.

Art. 16.
(1) The State Commission on Information Security adopts decisions.

(2) The decisions on Paragraph 1 shall be adopted with certain vote and majority by more than half of the total number of members.

(3) In cases of meetings with 3 members’ quorum the decisions shall be taken unanimously.

Art. 17.
(1) Minutes are taken for each meeting, which should be signed by the SCIS members who attended the meeting.

(2) In the minutes are added the names of the attendees at the meeting, discussed issues of the agenda, discussions and decisions adopted by SCIS.

(3) The SCIS decision should be signed by the Chairperson.

(4) A SCIS member who does not agree with the decision shall sign the minutes with reservation. The reservation shall be motivated in 3-day term and be added to the minutes.

(5) A SCIS member who has not attended the meeting may motivate a reservation in 3-day term from the drop off of the grounds on Art. 15, Paragraph 1.

Chapter III

structure and functions of the SCIS administration

Section 1

General

Art. 18.
(1) In implementation of its powers SCIS is supported by its administration.

(2) (Am. – SG, issue 69/2004, issue 23/2005, issue 48/2006, issue 56/2006)The total number of SCIS and its administration is 109 permanent employees in accordance with the Annex.

(3) The administration is general and specialized and is structured in directorates.

(4) Upon SCIS decision could be created, transformed and closed departments and sectors within the departments.

Art. 19. The methodical guidance of the general and specialized administration shall be performed by appointed with Chairperson’s order SCIS members in charge divided by spheres and upon decisions taken by the Commission.

Section 2

Secretary General

Art. 20.
(1) The administration management should be performed by a Secretary General, who has to be appointed by the Chair and reports before SCIS.


(2) The Secretary General manages, coordinates and controls the SCIS administration work.


(3) The Secretary General:

1. Assists the SCIS members in execution of their powers;

2. Submits to the Chairperson for approval draft agendas for the SCIS meetings;

3. Organizes the preparation of the SCIS meetings and performs the coordination and control on the preparation of the materials for discussion;

4. (Am. – SG, issue 69/2004) Is in charge of the work environment of SCIS and its administration;

5. Controls the keeping of the terms for performing of tasks, followed by SCIS decisions and Chairperson’s orders.

6. Coordinates the operational interaction of the SCIS administration with the administrations of the state bodies and NGOs;

7. Prepares annual report for the administration situation which after its approval by the SCIS Chair should be submitted to the Minister of State Administration;

8. Exercises the general control and coordination between the administrative sections of the Commission during the implementation of their tasks, followed by the SCIS decisions and Chairperson’s orders;

9. Coordinates and controls the activity on keeping and management of the state property provided to the Commission;

10. (Am. – SG, issue 69/2004) Organizes, coordinates and controls the work with SCIS documents and archives as well as the activities on their storage;

11. (New – SG, issue 69/2004) Approves the job descriptions of the employees of SCIS administration;

12. (Former p. 11 – SG, issue 69/2004) Executes any other tasks delegated by the Chair or by the SCIS through the Chair.

(4) In Secretary General’s absence his/her functions for each particular case are performed by appointed by the SCIS Chairperson director.

Section II a

(New – SG, issue 69/2004) 

Financial Controller

Art. 20a
(New - SG, issue 69/2004, am. – SG, issue 56/2006) The Financial Controller shall be appointed in accordance with the Financial Management and Control in the Public Sector Act (FMCPSA) and shall be in direct subjection to the SCIS Chairperson. The Financial Controller exercises the preliminary control for legality under Art. 13, Paragraph 3, point 5 of the FMCPSA.
Art. 20c. (repealed, SG issue 56/2006)

Section IIb 
(New, SG issue 48/2006)

Internal Auditor 

Art.20d (1) The Internal Auditor shall be in direct subjection to the SCIS Chairperson and executes internal audit under the Internal Audit in the Public Sector Act.


(2) The Internal Auditor referred to in paragraph 1 executes the activities on the internal audit of all structures, programs, activities and proceedings of the Commission and its administration in accordance with Art. 13 of the Internal Audit in the Public Sector Act.


(3) The Internal Auditor referred to in paragraph 1 reports directly to the SCIS Chairperson.


(4) The Internal Auditor referred to in paragraph 1:


1. plans, executes and reports the activity on the internal audit in compliance with the Internal Audit in the Public Sector Act, the standards for internal audit, the statute of the internal audit and the approved by the Minister of Finance methodology for internal audit in the public sector;

2. works out on the basis of risk assessment three year strategic plan and annual plan for his/her activities, which are approved by the Chairperson;


3. works out an audit plan for each audit engagement, which contains scope, purposes,  duration and distribution of the resources for the fulfillment of the engagement, the audit approach and techniques, the kind and volume of the check ups;

4. presents to the Chairperson independent and unbiased evaluation of the status of the audited systems for financial management and control;


5. evaluates the processes of risk identification, assessment and management, implemented by the Chairperson;

6. inspects and evaluates: the compliance of the activities with the legislation, the internal acts and contracts; the reliability and the comprehensiveness of the financial and operative information; the created organization for protection of the assets and the information; effectiveness, efficiency and economy of activities; execution of the tasks, contracts, taken engagements and achievement of goals;

7. consults the Chairperson, on his/her request, by giving advice, opinions, training, etc. Aiming to improve the processes of risk management and control, without assuming management responsibility for this;


8. reports and discusses with the SCIS Chairperson and the heads of the structures under audit the results of every audit engagement and presents an audit report;


9. gives recommendations in the audit reports for improvement of adequacy and effectiveness of the systems for financial management and control, supports the Chairperson in working out an action plan and carries out inspections to trace the implementation of the recommendations;

10. works out and presents to the SCIS Chairperson an annual report for the internal audit activities in accordance with Art. 40 of the Public Sector Internal Audit Act.
Section 3

General administration

Art. 21. (Am. – SG, issue 69/2004) The general administration implements technically the SCIS and its specialized administration activity and should be organized in two directorates:

1. Directorate “Financial-Economic Activities, Property Management and Human Resources”;

2. “Bureau” Directorate.
Art. 22. (Am. – SG, issue 69/2004) Directorate “Financial-Economic Activities, Property Management and Human Resources”:

1. performs the financial services of SCIS;

2. composed the draft budget of the Commission;
3. reports the budget implementation;
4. organizes, carries out and controls the financial activity, accountability, correct accountancy of the incomes and expenditures of the Commission as well as the correct spending of the resources;
5. prepares monthly, three-month and annual reports for the cash implementation of the SCIS’ budget and works out an annual financial report based upon approved accountancy standards;
6. is responsible for the correct implementation and application of the legal financial requirements;
7. ensures the storage of the accountancy documents in accordance with the requirements of the Accountancy Act and the sublegal regulations for its implementation, as well as the internal rules and instructions;
8. is responsible for the correct keeping and management of the SCIS property;
9. (New – SG, issue 56/2006) plans, organizes, develops and executes investment projects, connected to the property and infrastructure;
10. (Renumbered from p. 9 - SG,  issue 56/2006) is responsible for the delivery, storage, keeping and using the materials and resources;
11. (Renumbered from p. 10 - SG,  issue 56/2006) organizes the repair and maintenance of the necessary equipment;
12. (Renumbered from p. 11 - SG,  issue 56/2006) prepares the acts for starting, amendment and ceasing of the labour and official relations, makes personal records and other papers relevant to the official and labour relations of the SCIS members and the administrative employees of the Commission, keeps the official and labour books and issues certificates and other relevant documents;
13. (Renumbered from p. 12 - SG,  issue 56/2006) prepares and updates the permanent schedule of the administration and submits it for approval to the Chairperson; assists the activities on selection of staff, remuneration, surveying of the employees, training of the staff and the professional qualification and re-qualification of the employees for SCIS needs;
14. (Renumbered from p. 13 - SG,  issue 56/2006) prepares statistical checks about the salaries and movement of the SCIS staff;
15. (Am. – SG, issue 69/2004, renumbered from p. 14 - SG,  issue 56/2006) organizes and participates with its representative in commissions on competitions in accordance with the State Employee Act and the Labour Code;
16. (Am. – SG, issue 69/2004, renumbered from p. 15 - SG,  issue 56/2006) participates in elaboration of internal regulations which settle the organization of the SCIS and its administration remuneration ;
17. (Am. – SG, issue 69/2004, renumbered from p. 16 - SG,  issue 56/2006) prepares the contracts of the SCIS administration employees appointed out of the approved work schedule;
18. (Am. – SG, issue 69/2004, renumbered from p. 17 - SG,  issue 56/2006) organizes the SCIS and its administration services in the field of human resources and prepares specific references needed for the activity;
19. (Am. – SG, issue 69/2004, renumbered from p. 18 - SG,  issue 56/2006) Does the entries in the administrative structures’ Registry and in the regulations of the executive authorities.
20. (New - SG,  issue 56/2006) organizes and controls the activities on ensuring health and safety at work
21. (New - SG,  issue 56/2006) organizes the execution of activities connected with the protection and prevention from production risks;
22. (New - SG,  issue 56/2006) is responsible for the planning and control over the implementation and participates in the organization of awarding public procurements.
Art. 22a (New – SG, issue 69/2004) “Bureau” Directorate:
1. Carries out the activities on secretary services and the control on the documents’ movement in SCIS, as well as the secretary service to the Chairperson, Vice Chairperson and SCIS members;

2. Organizes, implements and controls the movement of the correspondence containing classified and unclassified information of SCIS;
3. Implements activities on storing of the records and archives;
4. Provides to SCIS technical assistants – secretaries;
5. Provides the technical preparation and string of the materials of the SCIS meetings;
6. Ensures the minutes and shorthand records preparation of the SCIS meetings as well as their storage;
7. Executes protocol activity for the SCIS members and its administration and ensures the seminars, workshops and other events of SCIS;
8. Organizes the business trips within the country and abroad and prepares draft of orders for business trips of the SCIS members and its employees;
9. Prepares translations of acts, official correspondence and documents needed for the SCIS and its administration activity;
10. Proceeds and maintains a database for international correspondence;
11. Proceeds and maintains a database for official and unofficial holidays of institutions and persons from the state power bodies and their administrations.
Section 4

Specialized administration

Art. 23. (Am. – SG, issue 69/2004, issue 56/2006) The specialized administration assists SCIS in implementation of its powers and is organized in 4 directorates:

1. “Legal and International Legal Affairs” Directorate;

2. “Protection of classified Information” Directorate;

3. “Internal Security” Directorate;

4. “Information Funds and Systems” Directorate.

Art. 24. (Am. – SG, issue 69/2004) “Legal and International Legal Affairs” Directorate:

1. Ensures legally the activity of the SCIS Chairperson, SCIS and its administration;

2. Coordinates for lawfulness the acts of the SCIS Chairperson, as well as those of the Secretary General, issued in relevance with its delegated powers;

3. Develops draft - regulations in the field of classified information protection and gives opinions on their relevance with the international standards in the above mentioned field;

4. Develops and gives motivated opinions on legal issues of SCIS competence;

5. Assists the exercise of the general control of the classified information protection;

6. Ensures in conjunction with the legal order the keeping of lawfulness of the activities of the general and specialized SCIS administration;

7. Takes part by its representatives in the procedures on SCIS employees’ appointment as well as looks for the acts’ lawfulness relevant to the arising, amendment and termination of the labour relations;

8. Prepares drafts of contracts and gives opinions on the lawfulness of contracts, prepared by SCIS or proposed by other organizations;

9. Exercises the procedural representation of SCIS before the courts and other legal bodies in cases of legal proceedings, in which SCIS is a side or has a legal interest;

10. Looks for the lawfulness of the procedures on public procurements assigning in SCIS;

11. Analyses the results of the implementation of the regulations and international contracts in the field of classified information protection as well as gives opinions on the necessity for undertaking relevant national legal measures;

12. Analyses the experience and work of the international organizations and foreign legislation, makes researches on issues of international nature as well as maintains relevant database;

13. Elaborates projects, organizes, participates and coordinates the negotiations on international contracts in the field of classified information protection, as well as on international contracts for cooperation with similar bodies and security services from other countries or international organizations;

14. Prepares motivated opinions for issuing authorizations for visits of persons to make inspections, as agreed in international treaties for mutual protection of the classified information;

15. Coordinates the preparation and realization of programs and projects with international funding in the field of information protection;

16. Assists the implementation of training on work with classified information;

17. Implements the interaction between SCIS and legal departments of the Council of Ministers, the Ministries and other institutions in the frames of its competences.

Art. 25. (1) (Am. – SG, issue 69/2004, issue 56/2006) “Protection of Classified Information” Directorate:

1. is responsible for the organization, execution, coordination and control of the activities on classified information protection under Art. 25 and 26 from CIPA, as well as of the foreign classified information;

2. looks for meeting the requirements of the CIPA and international treaties in relevance with the classified information protection under Art. 25 and 26 from CIPA, as well as of the foreign classified information;

3. applies and controls the performance of the regulations relevant to the types of classified information protection as stated in Chapter III, Section 1 of the CIPA;

4. prepares a draft report to the SCIS Chairperson in accordance with the SCIS powers as stated in Art. 9, p. 13 of the CIPA;

5. looks for every change concerning the circumstances relevant to the authorizations issued, certificates or confirmations as undertakes the needed actions for classified information protection, incl. foreign classified information;

6. (repealed, SG issue 56/2006);
7. develops general directions and action plans in cases of threats of damaging the law-protected interests and proposes for approval mandatory instructions in that field;

8. prepares an analysis of the readiness on classified information protection in cases of threats of damaging the law-protected interests and proposes for approval mandatory instructions in that field;

9. executes preventive activity for prevention and decreasing the pernicious consequences that could be occurred in case of unauthorized access to classified information;

10. assists SCIS in conducting the general guidance of the background vetting activities for the persons that should work with classified information as well as in case of issuing clearances for access to the relevant level of the classified information;

11. assists SCIS in the accomplishment of the general guidance of the background vetting activities for the physical of legal entities who apply for contract or fulfill a contract which requires access to classified information;

12. carries out together with the security services background vetting of the persons proposed for appointment as information security officers;

13. proposes for approval certificates confirming before foreign authorities that Bulgarian physical or legal entities are security cleared;

14. carries out together with the security services background vetting of Bulgarian citizens who apply for occupation of positions or execution of concrete tasks that require work with classified information of other state or international organization;

15. develops and proposes for approval directions of the methodical guidance to the information security officers;

16. (supplemented – SG, issue 56/2006) assist SCIS in the exercise of general control over the couriers who transport NATO and EU cryptographic keys and materials;

17. (amended and supplemented – SG, issue 56/2006) assists SCIS in the exercise of general control on the activity of the National Distribution Authority and National Distribution Authority for NATO purposes;

18. (repealed - SG, issue 56/2006);

19. coordinates the automated information exchange between the security services and public order services and with other states and international organizations;

20. (repealed – SG, issue 23/2005, new – SG, issue 56/2006) assists the training for handling with classified information;

21. (repealed - SG, issue 56/2006);

22. (repealed - SG, issue 56/2006);

23. (repealed - SG, issue 56/2006);

(2) In execution of its concrete tasks “Security” Department cooperates with the security services and public order services through the SCIS Chairperson.

Art. 25a. (New – SG, issue 69/2004, amended – SG, issue 56/2006) “Internal Security” Directorate shall be managed by the information security officer as defined by CIPA and assists him/her in execution of his/her law-regulated functions. The Directorate:

1. (repealed - SG, issue 56/2006);

2. looks for the correct determination of the classification level by SCIS and its administration;

3. implements periodical verifications of the accountability and movement of the materials and documents;

4. develops an Action plan in case of unauthorized access to classified information in SCIS;

5. develops a Plan for protection of the classified information in case of war, military or other extraordinary situation;

6. accounts the cases of unauthorized access to classified information and measures undertaken, about which keeps informed the SCIS Chairperson immediately;

7. conducts ordinary vetting by mean of CIPA of the persons from the SCIS administration;

8. (New – SG, issue 56/2006) together with the security services and the public order services carries out industrial security clearance procedures for SCIS’ purposes;
9. (Renumbered from p. 8 - SG,  issue 56/2006) organizes and carries out the training of the administrative employees of SCIS in the field of classified information protection;

10. (New – SG, issue 56/2006) organizes and carries out the training of information security officers of the organizational units in the field of classified information protection;

11. (New – SG, issue 56/2006) maintains a register of information security officers who passed initial training in the field of protection of classified information and issues certificates for passed training;
12. (New – SG, issue 56/2006) gives methodological instructions and supervises the training organizations appointed by SCIS;

13. (Renumbered from p. 9 - SG,  issue 56/2006) Organizes and controls the protection activities, checkpoints, transport and courier activity of SCIS and its administration;

14. (New – SG, issue 56/2006) controls the repairs and the technical inspections of the SCIS’ automobiles and radio means as well as controls the reports on the kilometers passed and fuel and oil materials used;
15. (Renumbered from p. 10 - SG,  issue 56/2006) develops a Plan for protection of SCIS premises by physical and technical means and supervises its performance;

16. (Renumbered from p. 11 - SG,  issue 56/2006) interacts with the security services and public order services in ensuring SCIS initiatives;

17. (Renumbered from p. 12 - SG,  issue 56/2006) Exploits and is responsible for the protection of the information and communication resources of the automated information systems or networks in SCIS and is in charge for their future development;

18.  (Renumbered from p. 13 - SG,  issue 56/2006) Is responsible for the creation, maintenance and storage of the automated information systems in SCIS;

19. (New – SG, issue 56/2006) works out and proposes for presenting to “Communications and Information Protection” Directorate – Ministry of Interior the documents for accreditation of SCIS’ AIS or networks for processing classified information. In due time updates the accreditation data;
20. (Renumbered from p. 14, amended - SG,  issue 56/2006) executes the crisis management and defensive and mobilization training;
21. (New – SG, issue 56/2006) ensures the communications of SCIS and its administration;
22. (New – SG, issue 56/2006) is responsible for the establishment, improvement exploitation and maintenance of the systems for access control, work hours control and biometric control;
23. (New – SG, issue 56/2006) maintains the hardware and software of the networks and office equipment of SCIS.
Art. 26. (Am. – SG, issue 69/2004) “Information Funds and Systems” Directorate:

1. Takes a registry of the documents and materials containing classified information that is state or official secret by mean of Art. 35 of CIPA;

2. Creates and maintains unified registries of the issued, revoked or terminated clearances, certificates and confirmations, of the refusals for issuance or revocation;

3. Creates and maintains registries of the organizational units, their information security officers and registries;

4. Creates and maintains a registry of the subverted within SCIS documents and materials that contain classified information;

5. Takes a registry by mean of Art. 33 of the CIPA;

6. Takes a general registry of the registries under p. 1-5;

7. Creates and maintains a specialized automated information system of the directorate;

8. Implements reference and analytical activity.

Chapter IV

ORGANIZATION OF WORK OF THE SCIS ADMINISTRATION

Art. 27. The State Commission of Information Security could attract external assistants and experts in accordance with the implementation of concrete tasks.

Art. 28.
(1) The employees execute their tasks correctly, conscientiously and impartially in conjunction with the state legislation and the regulation.

(2) The employees report to their direct manager for their work in relevance with their job descriptions.

Art. 29. The directorates should be governed by directors, who organize, control and plan, account themselves and are responsible for the activity and tasks performance of the relevant directorate in accordance with the functions determined in the regulation.

Art. 30. The internal coordination between the directorates, document exchange, as well as the order, means and control on the performance of the official obligations should be determined by internal rules and instructions for the administration work, adopted by SCIS decision.

Art. 31. The working time of SCIS and its administration starts at 9.00 and finishes at 17.30 with 30 min. lunchtime between 12.00 and 12.30, 5 days a week.

Art. 32.
(1) The access regime and fire protection should be approved by the SCIS Chairperson in conjunction with the requirements for physical security.

(2) The SCIS Chairperson could approve other specific provisions concerning the administration work organization.
Art. 33. The reception time of the Chairperson, Vice Chairperson and the SCIS members should be appointed at a special place in the administration premises.

Art. 34. (Am. – SG, issue 69/2004, in force from 1. 01. 2004)

(1) The conditions, order and criteria for remuneration and additional remunerations of the SCIS members and administrative employees should be determined by the internal rules for work salary.

(2) For perfect implementation of their official duties the SCIS members and its administrative employees could be rewarded by the SCIS Chairperson with insignia of honours or financial or object awards. The cost of the financial or object award should not exceed the amount of the salary of the employee.

Final provision

Paragraph single. The regulation is adopted in conjunction with Art. 5 of the CIPA.

Final provisions

To Decree 186 of the Council of Ministers from 28 July 2004. for amendment of the Rules of Procedure of the State commission on Information Security and its administration (SG, issue 69/2004)

§ 16. The funds required for the implementation of the regulation should be ensured in the frames of the SCIS budget for the relevant year.

………………………………………………..

Annex to Art. 18, Paragraph 2

(Am. – SG, issue 69/2004, issue 23/2005, issue 48/2006, effective 01.05.06, issue 56/2006)

Total number of the administrative links of SCIS

Total staff number


109
Incl.

Chairperson



1

Vice Chairperson


1 
Members



3

Secretary General


1

Financial Controller


1

Internal Auditor


1

General Administration

28
Incl.

Directorate “Financial-Economic 

Activities, Property Management 

and Human Resources”

13
“Bureau” Directorate


15
Specialized Administration

73
Incl.

“Legal and International 

Legal Affairs” Directorate

16
“Protection of Classified 
Information” Directorate

26
“Internal Security” Directorate
16
“Information Funds and 

Systems” Directorate

15
1
3

